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Cyber crime is rated the Number 3 priority for the FBI, behind only counter terrorism and 
counter espionage.

Nearly 672 electronic records containing confidential information are compromised every 
5 minutes. These compromises are caused by internet hackers as well as internal errors.  
Some exposure of data is accidental, caused by administrative errors, insider abuse, stolen 
equipment and the like.  Other times it comes from cyber thieves or disgruntled employees. 

With Cyber terrorism continuing to escalate for the U.S. government and businesses of all 
sizes, computer experts recommend companies take the necessary steps to protect their 
valuable data.  Some companies find it hard to justify spending money on network security, 
especially large amounts, however the financial burden will most likely be much higher 
if they don’t protect themselves. Taking the necessary steps to defend themselves from 
hackers will not only help these companies protect themselves from  criminals but also 
makes them less “attractive” to hackers and attacks.

Don’t miss this national forum focused on exploring the most advanced and aggressive 
corporate network security defenses leading to a safe and secure enterprise and saving 
companies from financial loss and public embarrassment.  It will highlight the best case 
studies and most advanced tools and strategies for addressing network security from top 
industry leaders.  Join us October 16-17, 2008 in Washington, DC, for a gathering of 
CSO’s, CTO’s, directors and managers.  This two-day strategic business forum will explore 
security issues such as data leakage, protection for the mobile worker and company-wide 
security awareness programs.

DISTINGUISHED SPEAKING EXECUTIVES INClUDE:

• Craig Lucca, Manager of Information Risk; BlOOmBERG
• Patrick Hale, Deputy Director, State of Michigan; mICHIGAN DEPARTmENT OF 

INFORmATION TECHNOlOGY
• Peter Allor, Program Manager for Intelligence & Vendor Relations and Special 

Assistant to the GM; IBm INTERNET SECURITY SYSTEmS
• Rian Campbell, Information Security; FEDERAl RESERVE BANK
• Roger Herbst, CISSP, Senior IT Security Specialist; THE TImKEN COmPANY
• Steve Orrin, Director of Security Solutions; INTEl CORPORATION
• Steve Spak, Distinguished Member of Technical Staff; VERIzON
• Tara Kissoon, Director of Information Security; VISA, INCORPORATED
• Tim Callahan, First Vice President, Technology Risk Management and CISO,  

PEOPlE’S UNITED BANK
• Tom Bowers, Senior Security Evangelist; KASPERSKY lAB
• C. Warren Axelrod, SVP; BANK OF AmERICA

A TWO-DAY PREmIER INDUSTRY EVENT FOCUSING ON: 

• Identifying and dealing with data leakage issues
• Examining the next generation of enterprise security
• Best practices for protecting sensitive information
• The Public-Private sector collaboration to developing a secure cyberspace
•	 Best carrier security practices for Voice over IP
•	 The benefits of protecting sensitive data
•	 Protecting your company from the malware epidemic
•	 Virtualization Security
•	 Federal Reserve’s National Information Security Awareness Program

mEDIA PARTNERS:

CONFERENCE FEES 
AND REGISTRATION

Conference Fee: 
$2,390 Conference 

Documentation CD: $615 
(Documentation CD 
includes copies of all 

proceedings on CD and 
shipping is included) 

REGISTER 3 & GET 1 
FREE!

 
Any organization 

registering three persons 
at the same time will 
be entitled to a fourth 

registrant FREE of charge!

FOR INFORmATION

Contact Akin Akinsanya  at  
Phone: 414 221 1700 Ext: 137  

Fax: 414 221 1900  
Email: aakinsanya@acius.net

REGISTER TODAY!

QUALIFIED DARK READING 
SUBSCRIBERS CAN 

ATTEND THE 
CONFERENCE 

AT A DISCOUNTED RATE!  
Use Discount Code of DRACI

REGISTRATION DEADLINE 
TO RECEIVE THE 

DISCOUNTED RATE IS 
AUGUST 31, 2008
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